12. Students are expected to abide by the following generally-accepted rules of network etiquette:

A. Be polite, courteous, and respectful in your messages to others. Use language appropriate to school
situations in any communications made through the district’s computers or network. Do not use
obscene, profane, vulgar, sexually explicit, defamatory or abusive language in your messages.

B. Never reveal names, addresses, phone numbers or passwords of yourself or other students, family
members, teachers, administrators or other staff members while communicating online.

C. Do not transmit pictures and/or other information that could be used to establish your identity or
the identity of others without prior approval of a teacher.

D. Never agree to get together with someone you “Meet” on-line without prior parent approval.

13. Malicious use of FCS Technology Resources to develop programs that harass other users or infiltrate a computer
or computer system and/or damage the software, hardware, and/or infrastructure components of a computer
or computing system is prohibited. Students may not use FCS Technology Resources in such a way that would
disrupt use by others. Files dangerous to the integrity of FCS Technology Resources (e.g., viruses, malware) are
prohibited.

14. Only software, with prior approval of the Director of Technology, may be downloaded and installed. If a student
installs/transfers a file or software program that infects the network and causes damage, the student will be
liable for any and all repair costs to make the FCS Technology Resources once again fully operational.

15. Privacy in communication over the Internet and the network is not guaranteed. To ensure compliance with
these guidelines, the Board or its designee reserves the right to monitor, review, and inspect any directories,
files and/or messages residing on or sent using FCS Technology Resources. Messages relating to or in support of
illegal activities will be reported to the appropriate authorities.

16. Use of the Internet and any information procured from the Internet is at the student's own risk. The Board is
not responsible for any damage a user suffers, including loss of data resulting from delays, non-deliveries, or
service interruptions. The Board is not responsible for the accuracy or quality of information obtained through
its services.

17. Disclosure, use and/or dissemination of personal identification information of minors via the Internet is
prohibited, except as expressly authorized by the minor student's parent/guardian on the "Acceptable Use Policy
and User Agreement for FCS Technology Resources."

18. Proprietary rights in the design of web sites hosted on the District’s servers remains at all times with the Board.
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